
Wi-Fi Network Access Policy at NSU 
 

North South University (NSU) provides FREE Wi-Fi access to all active faculty members, 
officials and students to use their personal laptop computers or other Wi-Fi enabled portable 
computing devices to connect to the Internet in all of our buildings at SAC, NAC, Convocation 
Stage, Boys Lounge, Girls Lounge, Cafeteria, Student Recreation Center, Play Ground, Open 
Air Gallery, Plaza Area, Resource Center, Study Hall, Admin and Library Building. 

 
Please read the following information carefully before using this service 

Using the NSU Wi-Fi Network 
 

(1) The NSU Wi-Fi network can be accessed from any 802.11b/g/n enabled device, 
such as a laptop computer, PDA or smartphone.  
 

(2) If your computer is properly configured, it should connect to the Wi-Fi network 
nearly automatically; if it lists multiple networks, select For_Student_Advising 
 

(3) Faculty members, officials and students are needed to activate their MAC address in 
order to access NSU wireless services.  

 
(4) There is no time limit on using the Wi-Fi network; stay connected as long as you 

like.  
 

(5) NSU will monitor the network for rogue Wireless implementations and these will be 
disabled and disconnected immediately upon detection  
 

You agree to not use the Wi-Fi System to:  
 

(6) Transmit any material (by uploading, posting, email or otherwise) that is unlawful, 
threatening, abusive, harassing, tortious, defamatory, obscene, libelous, invasive of 
another's privacy, hateful or racially, ethnically or otherwise objectionable;  

 
(7) Interfere with or disrupt the Service or servers or networks connected to the Service, 

or disobey any requirements, procedures, policies or regulations of networks 
connected to the Service;  

 
(8)  Transmit any material (by uploading, posting, email or otherwise) that contains 

software viruses or any other computer code, files or programs designed to 
interrupt, destroy or limit the functionality of any computer software or hardware or 
telecommunications equipment; 

 

(9)  Intentionally or unintentionally violate any applicable local, state, national or 
international law, or any regulations having the force of law;  

 

(10) Any other use or misuse of the connection that constitutes a violation of University 
Regulations could result in administrative or disciplinary procedures; 

 

(11) The NSU Wi-Fi network connection may be subject to monitoring, with cause, for 
security, legal, or troubleshooting purposes. This may include monitoring for 
bandwidth usage, security related incidents, or a request from legal/law 
enforcement authorities; 

 



(12)  NSU reserves the right to scan the network to assist in identifying and protecting 
against exploitable security vulnerabilities in efforts to preserve network integrity; 

 

(13) Due to the dynamic nature of technology and the Internet, the NSU Wi-Fi 
Acceptable Use policy is subject to change. 

 
(14) Personal Wi-Fi (wireless) routers (or rogue access points) significantly and negatively 

impact the NSU campus Wi-Fi environment. They cause the campus Wi-Fi 
environment to deteriorate.  

 

(15) Any breach of this policy may result in disciplinary action.  
 


